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completed as well as an estimated 
budget for programs to be undertaken in 
the next quarter. A SF–PPR, 
‘‘Performance Progress Report’’ Cover 
Sheet is required with all program 
reports. 

Award recipients will be required to 
provide reports analyzing their 
evaluation findings to the Bureau in 
their regular program reports. (Please 
refer to IV. Application and Submission 
Instructions (IV.3.d.3) above for Program 
Monitoring and Evaluation information. 

All data collected, including survey 
responses and contact information, must 
be maintained for a minimum of three 
years and provided to the Bureau upon 
request. 

All reports must be sent to the ECA 
Grants Officer and ECA Program Officer 
listed in the final assistance award 
document. 

VII. Agency Contacts 

For questions about this 
announcement, contact: Kelli R. Davis, 
Office of Citizen Exchanges, Office of 
SportsUnited ECA/PE/C/SU, Room 3– 
G09, ECA/PE/C/SU–11–02, U.S. 
Department of State, SA–5, 2200 C 
Street, NW., Washington, DC 20037, 
telephone number: 202–632–6436, e- 
mail DavisKX2@state.gov. 

All correspondence with the Bureau 
concerning this RFGP should reference 
the above title and number: ECA/PE/C/ 
SU–11–02. 

Please read the complete 
announcement before sending inquiries 
or submitting proposals. Once the RFGP 
deadline has passed, Bureau staff may 
not discuss this competition with 
applicants until the proposal review 
process has been completed. 

VIII. Other Information 

Notice 

The terms and conditions published 
in this RFGP are binding and may not 
be modified by any Bureau 
representative. Explanatory information 
provided by the Bureau that contradicts 
published language will not be binding. 
Issuance of the RFGP does not 
constitute an award commitment on the 
part of the Government. The Bureau 
reserves the right to reduce, revise, or 
increase proposal budgets in accordance 
with the needs of the program and the 
availability of funds. Awards made will 
be subject to periodic reporting and 
evaluation requirements per section VI.3 
above. 

Dated: October 6, 2010. 
Ann Stock, 
Assistant Secretary for Educational and 
Cultural Affairs, U.S. Department of State. 
[FR Doc. 2010–25883 Filed 10–13–10; 8:45 am] 

BILLING CODE 4710–05–P 

DEPARTMENT OF STATE 

[Public Notice 7210] 

State-56, Network User Account 
Records 

SUMMARY: Notice is hereby given that 
the Department of State proposes to 
create a system of records, Network User 
Account Records, State-56, pursuant to 
the provisions of the Privacy Act of 
1974, as amended (5 U.S.C. 552a) and 
Office of Management and Budget 
Circular No. A–130, Appendix I. The 
Department’s report was filed with the 
Office of Management and Budget on 
August 16, 2010. 

It is proposed that the new system 
will be named ‘‘Network User Account 
Records.’’ It is also proposed that the 
new system description will be utilized 
to administer network user accounts; to 
help document and/or control access to 
computer systems, platforms, services, 
applications, and databases within a 
Department network; to monitor 
security of computer systems; to 
investigate and make referrals for 
disciplinary or other actions if 
unauthorized access or inappropriate 
usage is suspected or detected; and to 
identify the need for training programs. 

Any persons interested in 
commenting on the new system of 
records may do so by submitting 
comments in writing to Margaret P. 
Grafeld, Director, Office of Information 
Programs and Services, A/GIS/IPS, 
Department of State, SA–2, 515 22nd 
Street, Washington, DC 20522–8001. 
This system of records will be effective 
40 days from the date of publication, 
unless we receive comments that will 
result in a contrary determination. 

The new system description, 
‘‘Network User Account Records, State- 
56,’’ will read as set forth below. 

Dated: August 16, 2010. 
Steven J. Rodriguez, 
Deputy Assistant Secretary of Operations, 
Bureau of Administration, U.S. Department 
of State. 

STATE–56 

SYSTEM NAME: 

Network User Account Records. 

SECURITY CLASSIFICATION: 

Unclassified. 

SYSTEM LOCATION: 
Records are maintained by the 

Department of State in secure facilities 
wherever a domain controller is 
automatically compiling a visitors’ log 
of individuals who authenticate to a 
particular server. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Department of State employees and 
other organizational users who have 
access to Department of State computer 
networks. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
This Privacy Act system consists of 

the network user account records that 
Department information systems, 
applications, and services compile and 
maintain about users of a network. 
These records include user data such as 
the user’s name, system-assigned 
username; e-mail address; employee or 
other user identification number; 
organization code; job title; business 
affiliation; work contact information; 
systems, applications, or services to 
which the individual has access; 
systems, applications, or services used; 
dates, times, and durations of use; user 
profile; and IP address of access. The 
records also include system usage files 
and directories when they contain 
information about specific users. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
5 U.S.C. 301; 44 U.S.C. 3544. 

PURPOSE: 
To administer network user accounts; 

to help document and/or control access 
to computer systems, platforms, 
services, applications, and databases 
within a Department network; to 
monitor security of computer systems; 
to investigate and make referrals for 
disciplinary or other actions if 
unauthorized access or inappropriate 
usage is suspected or detected; and to 
identify the need for training programs. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
PURPOSES OF SUCH USES: 

The routine uses applicable to this 
system of records are published at 73 FR 
40650–40651 (July 15, 2008). 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Electronic and paper records. 

RETRIEVABILITY: 
Records are indexed by the user’s 

name, system-assigned username; e-mail 
address; or other searchable data fields 
or codes. 
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SAFEGUARDS: 
All individuals with access to the 

records covered by this system of 
records receive cyber security awareness 
training which covers the procedures for 
handling classified and Sensitive-but- 
Unclassified information, including 
personally identifiable information. 
Annual refresher training is mandatory. 
Individuals with access undergo a 
background security investigation. All 
paper records are maintained in secured 
filing cabinets or in restricted areas, 
access to which is limited to authorized 
personnel only. Access to electronic 
records is password-protected and 
under the supervision of the 
information owner. Access privileges 
reflect separation of duties and least 
privilege, and are only extended to 
those Department personnel who have a 
need for the records in the performance 
of their duties. Individuals who are 
authorized to examine detailed 
information about the network and 
system usage of specific users are 
assigned privileged system accounts for 
that purpose. When it is determined that 
an individual no longer requires access, 
his or her account is disabled. 

RETENTION AND DISPOSAL: 
See National Archives and Records 

Administration General Records 
Schedule 20.1 (Files/Records Relating to 
the Creation, Use, and Maintenance of 
Computer Systems, Applications, or 
Electronic Records) and 24.6 (User 
Identification, Profiles, Authorizations, 
and Password Files). Records are 
deleted when no longer needed for 
administrative, legal, audit, or other 
operational purposes. 

SYSTEM MANAGER AND ADDRESS: 
Chief Information Officer, Department 

of State, 2201 C Street, NW., 
Washington, DC 20520. 

NOTIFICATION PROCEDURES: 
Individuals who have reason to 

believe that this system of records may 
contain information pertaining to them 
may write the Director, Office of 
Information Programs and Services, 
Department of State, SA–2, 515 22nd 
Street, NW., Washington, DC 20522– 
8001. At a minimum, the individual 
should include the name of this system 
of records; their name, current mailing 
address, zip code, and signature; and a 
brief description of the circumstances 
that caused the individual to believe 
that the system of records contains 
records pertaining to them, including 
the specific geographic locations, 
overseas missions, or individual offices 
in which the individual believes he or 
she may have accessed or is believed to 

have accessed the Department’s 
computer systems. 

RECORD ACCESS AND AMENDMENT PROCEDURES: 
Individuals who wish to gain access 

to or amend records pertaining to them 
should write to the Director, Office of 
Information Programs and Services, 
Department of State, SA–2, 515 22nd 
Street, NW., Washington, DC 20522– 
8001. 

RECORD SOURCE CATEGORIES: 
Individuals about whom the record is 

maintained; information systems, 
applications, and services within a 
Department network that record usage 
by individuals assigned a user account 
on that network. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None. 

[FR Doc. 2010–25884 Filed 10–13–10; 8:45 am] 

BILLING CODE 4710–00–P 

SUSQUEHANNA RIVER BASIN 
COMMISSION 

Notice of Actions Taken at September 
16, 2010, Meeting 

AGENCY: Susquehanna River Basin 
Commission. 
ACTION: Notice of Commission Actions. 

SUMMARY: At its regular business 
meeting on September 16, 2010, in 
Corning, New York, the Commission 
held a public hearing as part of its 
regular business meeting. At the public 
hearing, the Commission: (1) Approved 
settlements involving three water 
resources projects; (2) approved and 
tabled certain water resources projects, 
including approval of one project 
involving diversions into the basin; and 
(3) rescinded approval for two water 
resources projects. 
DATES: September 16, 2010. 
ADDRESSES: Susquehanna River Basin 
Commission, 1721 N. Front Street, 
Harrisburg, PA 17102–2391. 
FOR FURTHER INFORMATION CONTACT: 
Richard A. Cairo, General Counsel, 
telephone: (717) 238–0423, ext. 306; fax: 
(717) 238–2436; e-mail: rcairo@srbc.net; 
or Stephanie L. Richardson, Secretary to 
the Commission, telephone: (717) 238– 
0423, ext. 304; fax: (717) 238–2436; 
e-mail: srichardson@srbc.net. Regular 
mail inquiries may be sent to the above 
address. 
SUPPLEMENTARY INFORMATION: In 
addition to the public hearing and its 
related action items identified below, 
the following items were also presented 
or acted on at the business meeting: (1) 
An update on the SRBC Remote Water 

Quality Monitoring Network; (2) a 
report on the present hydrologic 
conditions of the basin; (3) approval of 
a final rulemaking amending 18 CFR 
parts 806 and 808; (4) ratification/ 
approval of grants/contracts; and (5) 
amendment of Resolution No. 2010–03 
adopting a FY–2012 budget 
commencing July 1, 2011. The 
Commission heard counsel’s report on 
legal matters affecting the Commission. 
The Commission also convened a public 
hearing and took the following actions: 

Public Hearing—Compliance Matters 
The Commission approved a 

settlement in lieu of civil penalties for 
the following projects: 

1. Talisman Energy USA Inc. Pad ID: 
Castle 01 047 (ABR–20100128), 
Armenia Township; Harvest Holdings 
01 036 (ABR–20100225), Canton 
Township; and Putnam 01 076 (ABR– 
20100233), Armenia Township; 
Bradford County, Pa.—$8,280 

2. Cabot Oil & Gas Corporation. 
Withdrawal ID: Susquehanna River-3 
(Docket No. 20080905), Great Bend 
Borough, Susquehanna County, Pa.— 
$5,000 

3. Seneca Resources Corporation. Pad 
ID: M. Pino H (ABR–20090933), DCNR 
100 1V (ABR–20090436), Wilcox F 
(ABR–20090505), T. Wivell (ABR– 
20090814), Wivell I (ABR–20100607), 
DCNR 595 E (ABR–20100307), DCNR 
595 D (ABR–20090827); Withdrawal ID: 
Arnot 5—Signor (Docket No. 
20090908).—$35,000 

Public Hearing—Projects Approved 
1. Project Sponsor and Facility: 

Anadarko E&P Company LP (Beech 
Creek), Snow Shoe Township, Centre 
County, Pa. Surface water withdrawal of 
up to 0.249 mgd. 

2. Project Sponsor and Facility: 
Anadarko E&P Company LP (Pine 
Creek—2), McHenry Township, 
Lycoming County, Pa. Surface water 
withdrawal of up to 0.499 mgd. 

3. Project Sponsor: Aqua 
Pennsylvania, Inc. Project Facility: 
Monroe Manor Water System, Monroe 
Township, Snyder County, Pa. 
Groundwater withdrawal of up to 0.180 
mgd from Well 4. 

4. Project Sponsor and Facility: Buck 
Ridge Stone, LLC (Salt Lick Creek), New 
Milford Township, Susquehanna 
County, Pa. Surface water withdrawal of 
up to 0.083 mgd. 

5. Project Sponsor and Facility: 
Chesapeake Appalachia, LLC 
(Susquehanna River), Mehoopany 
Township, Wyoming County, Pa. 
Modification to project features of the 
withdrawal approval (Docket No. 
20080923). 
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